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OS7700/78000 Upgrade Procedure
1/17/2003


FOR UGRADING FROM 5.1.1.R02 to 5.1.3.R01 OMNISWITCH 7700/7800 with FPGA upgrade from 37 to 38 (fpga 38 is mandatory with 5.1.3.R01).

This procedure should be followed by Field Engineers, Customer Support Engineers, and Customers of Alcatel, that have been directed by Customer Support to upgrade the Flash images on the OS7700-CMM or OS7800-CMM.

You must:

1. be the responsible party for maintaining the switches configuration.

2. be aware of any issues that may arise from a network outage caused by improperly loading this code.

3. understand that this switch will have to be rebooted and users will be affected by this procedure.

4. have a working knowledge of the switch to configure it to accept FTP connection through the EMP. 

5. connected via the Console port for accessing the switch CLI. (Not Telnet)

6. make sure there is a jumper on pins 1& 2 on J31 (OS7700-CMM), or 1 & 2 on J345 (OS7800-CMM).

7. have downloaded the new code with the Ffpga.upgrade_kit file to a source machine. (laptop)

8. make sure the primary and secondary cmm’s boot.cfg contains aaa authentication default local, or aaa authentication ftp local.
9. you must get the Ffpga.upgrade_kit from 5.1.3.R01 GA code or later.

A) THE PROCEDURE FOR A REMOTE REDUNDANT CHASSIS (2 CMMs)

The remote redundant chassis procedure is intended only for a chassis that is not physically local to the operator and with two CMMs currently installed (and jumpers are in place). If this is not the case, see the other procedures which are simpler because they allow the upgrade to happen with only a single CMM in the chassis at the same time. This dual cmm procedure allows for remote upgrade with only a 2 to 5 minute down time for the single reload working no rollback-timeout command. 

*** Failure to properly follow this procedure can lead to a dead CMM or additional reloads and network down-time ***

SECONDARY CMM (perform first)
1. On the Primary CMM, login and type debug set csCsmStopHealthMonitorOtherCMM 1.
2. Connect to Secondary CMM Console, enter dshell by typing dshell, from dshell type csCsmStopHello . 

3. Make the secondary CMM EMP port active, from dshell type attachEMP, then type exit to return to the cli.

4. Change the IP address of the secondary: 

a. From the cli, enter: modify boot parameters.

b. At the boot > type boot empipaddr x.x.x.x (new IP address which is NOT in use).

c. Type commit system and then type exit.

5. Now ONLY do the fpga file part of the FTP & INSTALL procedure below (don’t ftp the *.img files):

6. When the install is completed, do NOT reload the secondary or primary cmm in any manner.
7. The reason for the above steps is to minimize the system down time.  At this time, both CMMs will carry two different IP address.  The user may need to re-modify the IP address of the Secondary to be the same as Primary in order for the Secondary to be on hot stand by of the Primary.

PRIMARY CMM (after secondary is complete)
1. Connect to Primary CMM Console.

2. Goto FTP & INSTALL procedure below:

3. Type reload working no rollback-timeout
4. When the primary reboots (secondary should remain the secondary), and the operator is happy that the new version of software is functioning properly (this could be 5 mins up to a couple of days, though less is recommended).

5. Type debug set new_sync 0. This enables syncing with the 5.1.1.R02 version.

6. Type copy working certified flash-synchro.

7. When that completes, type copy working certified flash-synchro a second time.

8. Complete. Software is upgraded and the secondary is in hot standby.

9. Type show running-directory to confirm all is well.
10. Connect to Primary CMM, login, at cli type debug set csCsmStopHealthMonitorOtherCMM 0.
11. Once complete, run the show hardware info command and check the FPGA version.

12. Now you can remove the Ffpga.upgrade_kit file from the flash.
FTP & INSTALL 

1. FTP the new code and the Ffpga.upgrade_kit file to the /flash/working directory on the switch.

2. Login to the CMM via the console, change to the /flash/working directory, type cd /flash/working. 

3. Type install *.img and respond to the Fwebsecu.img prompt with a Y, if prompted.

4. Type mv Ffpga.upgrade_kit Ffpga.img 

5. Type install Ffpga.img at the switch command prompt. Then complete the following steps: 

-> install Ffpga.upgrade_kit

Extract 100187-05-A.xsvf CMM BBUS binary file?(Y/N) y

/flash/100187-05-A.xsvf Exists. Overwrite? (Y/N)y

Extracting /flash/100187-05-A.xsvf from /flash/working/Ffpga.upgrade_kit

Extract 100201-02-A.xsvf NI BBUS binary file?(Y/N) n

Press CTRL-C to Abort FPGA Update

Enter slot to update(0=CMM): 0

Enter XSVF file to use: 100187-05-A.xsvf

XSVF Player v4.06 (Alcatel), Xilinx, Inc.

XSVF file = /flash/100187-05-A.xsvf

XSVF slot = 0(CMM)

Please wait this process will take a few seconds..........................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................

Execution Time = 19.733333344 seconds

Slot 0 FPGA programming completed!

Please cycle chassis power at this time!

WARNING: Watchdog timer disabled

-> sysStartWatchdog() Starting watchdog timer to INTERRUPT after 60 secs.

THU JAN 16 13:59:23 : SYSTEM (75) info message:

+++ Switch Logging device '/dev/console' enabled for output

THU JAN 16 13:59:23 : CSM-CHASSIS (103) info message:

+++ == CSM == Application Monitoring Started.  To stop - appmonstop 

->

6. Go back to primary or secondary procedure above, from which you came.

B) THE PROCEDURE FOR A CHASSIS WITH ONE CMM OR A REDUNDANT LOCAL CHASSIS.

This procedure can also apply to a chassis with two CMMs that is physically local to the operator by removing the secondary CMM. If the CMM already has version 38 running, just skip the install Ffpga.img part.

PRIMARY CMM

1. Connect to Primary CMM Console.

2. Goto FTP & INSTALL procedure below:

3. Type reload working rollback-timeout 10,  the switch will now reboot to the new working version.
4. After the CMM reboots type reload cancel to stop the CMM from reloading in 10 minutes (show reload).

5. 
6. 
7. When that completes, type copy working certified a second time.

8. Complete. Software is upgraded and the certified directory is in ready for a rollback.

9. Type show running-directory to confirm all is well.

10. Once complete, run the show hardware info command and check the FPGA version.

11. Now you can remove the Ffpga.upgrade_kit file from the flash.
FTP & INSTALL 

12. FTP the new code and the Ffpga.upgrade_kit file to the /flash/working directory on the switch.

13. Login to the CMM via the console, change to the /flash/working directory, type cd /flash/working. 

14. Type install *.img and respond to the Fwebsecu.img prompt with a Y, if prompted.

15. Type mv Ffpga.upgrade_kit Ffpga.img 

16. Type install Ffpga.img at the switch command prompt. Then complete the following steps: 

install Ffpga.upgrade_kit

Extract 100187-05-A.xsvf CMM BBUS binary file?(Y/N) y

/flash/100187-05-A.xsvf Exists. Overwrite? (Y/N)y

Extracting /flash/100187-05-A.xsvf from /flash/working/Ffpga.upgrade_kit

Extract 100201-02-A.xsvf NI BBUS binary file?(Y/N) n

Press CTRL-C to Abort FPGA Update

Enter slot to update(0=CMM): 0

Enter XSVF file to use: 100187-05-A.xsvf

XSVF Player v4.06 (Alcatel), Xilinx, Inc.

XSVF file = /flash/100187-05-A.xsvf

XSVF slot = 0(CMM)

Please wait this process will take a few seconds..........................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................

Execution Time = 19.733333344 seconds

Slot 0 FPGA programming completed!

Please cycle chassis power at this time!

WARNING: Watchdog timer disabled

sysStartWatchdog() Starting watchdog timer to INTERRUPT after 60 secs.

THU JAN 16 13:59:23 : SYSTEM (75) info message:

+++ Switch Logging device '/dev/console' enabled for output

THU JAN 16 13:59:23 : CSM-CHASSIS (103) info message:

+++ == CSM == Application Monitoring Started.  To stop - appmonstop 

->

1. Go back to primary or secondary procedure above, from which you came.

FOR UPGRADING FROM 5.1.1.R03 TO 5.1.3.R01 WITH FPGA UPGRADE TO 38. 

Follow the above procedure that is appropriate, but do NOT do the debug set new_sync 0.

FOR UPGRADING FROM 5.1.1.R03 TO 5.1.3.R01 WITH A CMM ALREADY AT FPGA 38.

Follow the standard upgrade procedure in the getting started guide, which is in short:

2. ftp the 5.1.3.R01 software to the working directory of the primary.

3. Type install *.img and respond to the Fwebsecu.img prompt with a Y.

4. Type reload working no rollback-timeout
5. Type copy working certified flash-synchro.

6. Complete. Software is upgraded and the secondary is in hot standby.

7. Type show running-directory to confirm.

Note:  To force switch to boot off of working after the next soft reboot, the following command can be used from either dshell or miniboot- “setNextRunningVersion 2”, and then issue a reboot (for miniboot) or reload (for cli).
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